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Polityka prywatnosci

Polityka prywatnosci dotyczy przetwarzania danych w systemie e-zdrowie (P1) na potrzeby obstugi Internetowego Konta Pacjenta i aplikacji mojelKP.

Szanowny Uzytkowniku!

Majac na uwadze poszanowanie konstytucyjnej zasady prawa do prywatnosci, wdrozyliSmy niezbedne procedury ochrony danych osobowych. Ich stosowanie stuzy realizacji
wszystkich wymogoéw i standardéw wynikajacych m.in. z rozporzadzenia Parlamentu i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku z
przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogéIne rozporzadzenie o ochronie danych) -

zwanego RODO.

Doktadamy szczegélnych staran, aby dane osobowe byty przetwarzane zgodnie z prawem, rzetelnie i w sposéb przejrzysty. Dane sg zbierane i przetwarzane w konkretnych,
wyraznych i prawnie uzasadnionych celach. Dbamy o to, aby przetwarza¢ dane jedynie w niezbednym zakresie oraz by zawsze byty prawidtowe, a w razie potrzeby aktualizowane.
Dane osobowe sg przetwarzane w okresie nie dtuzszym niz jest to niezbedne do realizacji celéw przetwarzania lub nie dtuzej niz to wynika z przepiséw prawa. Jednocze$nie z

przestrzeganiem ww. zasad, za nadrzedng warto$¢ przyjmuje dbato$¢ o integralnos¢ oraz poufnos¢ danych osobowych.

Dodatkowo, w zakresie bezpieczenstwa informacji, Centrum e-Zdrowia spetnia wymagania normy ISO 27001:2017, co zostato potwierdzone certyfikatem przyznanym przez
uznany podmiot certyfikujacy.

Aplikacje IKP, mojelKP i e-Krew

Aplikacja IKP i e-Krew sg dostepne pod adresem https://pacjent.gov.pl, po zalogowaniu sie.

Z aplikacji mojelKP mozna natomiast korzysta¢ na urzadzeniach mobilnych po jej pobraniu z odpowiedniego serwisu:
© dla systemu operacyjnego iOS - z App Store;

© dla systemu operacyjnego - z Google Play

- a nastepnie po zalogowaniu sie do aplikacji mojelKP.

Dane osobowe w systemie e-zdrowie

Administratorem danych osobowych przetwarzanych w systemie e-zdrowia jest Minister Zdrowia (Ministerstwo Zdrowia ul. Miodowa 15, 00-952 Warszawa, e-mail:
kancelaria@mz.gov.pl).

Administrator wyznaczyt inspektora ochrony danych, z ktérym mozna sie kontaktowa¢ piszgc na adres ministerstwa lub bezposrednio - pod adres e-mail:iod@mz.gov.pl lub na
elektroniczng skrzynke podawczg: /8tk37sxx6h/SkrytkaESP.

Przetwarzanie danych osobowych jest niezbedne w celu zapewnienia opieki zdrowotnej, zarzgdzania systemami i ustugami opieki zdrowotnej oraz zabezpieczenia spotecznego na
podstawie ustawy z dnia 28 kwietnia 2011 r. o systemie informacji w ochronie zdrowia (co odpowiada przestance z art. 6 ust. 1 pkt c i e oraz art. 9 ust. 2 lit. hRODO).

W systemie moga by¢ przetwarzane dane osobowe wytgcznie wzakresie okreslonym w art. 4 ust. 3 ustawy z dnia 28 kwietnia 2011 r. o systemie informacji w ochronie zdrowia imoga
pochodzi¢ z podmiotéw Swiadczacych ustugi medyczne, w tym z aptek.

Dane w systemie e-zdrowie przechowywane sg przez okres wynikajacy z obowigzujacych przepiséw prawa, w tym w szczegélnosci z:

© ustawy z dnia 6 listopada 2008 r. o prawach pacjenta i Rzeczniku Praw Pacjenta (art. 29);

© ustawy z dnia 25 czerwca 1999 r. o $wiadczeniach pienieznych z ubezpieczenia spotecznego w razie choroby i macierzynstwa (art. 55b ust. 2);

© ustawy z dnia 6 wrzesnia 2001 r. Prawo farmaceutyczne (art. 96a ust. 9e).
Dane mogg by¢ udostepniane podmiotom uprawnionym na podstawie przepiséw prawa (np. organy scigania, sady) oraz podmiotom $wiadczacym obstugg administracyjno-
organizacyjng administratora.
Przetwarzanie danych zostato powierzone Centrum e-Zdrowia (ul. Dubois 5A, 00-184 Warszawa) w celu administrowania systemem informatycznym, w ktérym dane sg przetwarzane.
Kazdej osobie, ktérej dane osobowe sg przetwarzane w systemie e-zdrowia przystuguje prawo zadania:

© dostepu do danych osobowych (art. 15 RODO), a w szczegélnosci prawo do bezptatnej pierwszej kopii danych - zgodnie z art. 15 ust. 3RODO;

© sprostowania danych osobowych jej dotyczacych (art. 16 RODO). Jezeli sprostowanie miatoby dotyczy¢ danych medycznych, to Uzytkownik ma prawo zazada¢ niezwtocznego
sprostowania lub uzupetnienia danych osobowych zawartych w dokumentacji medycznej wytgcznie w zakresie, w jakim nie bedzie prowadzi¢ to do naruszenia autonomii
zawodowej osoby wykonujacej zawdd medyczny, ktéra dokonywata wpisu do dokumentacji medycznej;

®

usuniecia danych (art. 17 RODO), jezeli dane nie s3 juz niezbedne do celéw, w ktérych zostaty zebrane lub w inny sposéb przetwarzane albo byty przetwarzane niezgodnie

z prawem albo muszga zosta¢ usuniete w celu wywigzania sie z obowigzku prawnego przewidzianego w prawie Unii lub prawie panstwa cztonkowskiego.
© ograniczenia przetwarzania w zakresie zgodnym z art. 18 RODO.

Powyzsze uprawnienia bede realizowane w granicach i na zasadach okreslonych w RODO, na podstawie zgdania ztozonego na adres administratora lub podmiotu przetwarzajgcych
(Centrum e-Zdrowia). Odpowiedz zostanie udzielona w okresie nie dtuzszym niz 30 dni od dnia ztozenia zgdania.

Kazdemu przystuguje réwniez prawo wniesienia skargi do organu nadzorczego, ktérym jest Prezes Urzedu Ochrony Danych Osobowych (ul. Stawki 2, 00-193 Warszawa).

Podstawa prawna i cel przetwarzania danych osobowych

Administratorem danych osobowych uzytkownikéw strony internetowej i aplikacji mobilnej mojelKP jest Centrum e-Zdrowia (ul. Dubois 5A, 00-184 Warszawa, e-mail:
biuro@cez.gov.pl).

Administrator wyznaczyt inspektora ochrony danych, z ktérym mozna sie kontaktowac piszac na adres CeZ lub bezposrednio - pod adres e-mail:iod@cez.gov.pl.
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Przetwarzanie danych osobowych w systemie e-zdrowie, w tym wIKP, mojelKP, e-Krew i EWP odbywa sie w celu wywigzania sie z obowigzkéw cigzacych na administratorze danych
osobowych, zwigzanych w szczegdlnosci z umozliwieniem sprawnego, efektywnego skorzystania z ustug Swiadczonych przez administratora w zakresie ochrony zdrowia.

Dane w systemie e-zdrowie przetwarzamy w celach okreslonych w ustawie o systemie informacji w ochronie zdrowia i zgodnie z tg ustawg przetwarzamy je m.in. do obstugi e-recept,
e-skierowan, deklaracji POZ i ich prezentowania Tobie, generowania certyfikatéw, pozyskania informacji o Twojej donacji, ustalenia wizyty w punkcie pobran czy ztozenia wniosku w

zw. z krwiodawstwem.

Podstawg prawng przetwarzania ww. danych jest art. 6 ust. 1 pkt c i eRODO tj. przetwarzanie jest niezbedne do wypetnienia obowigzku prawnego cigzacego na administratorze oraz
przetwarzanie jest niezbedne do wykonania zadania realizowanego w interesie publicznym lub w ramach sprawowania wtadzy publicznej powierzonej administratorowi.

Przetwarzamy dane zgodnie z art. 9 ust. 2 litera hRODO, tj. przetwarzanie jest niezbedne do: celéw profilaktyki zdrowotnej lub medycyny pracy, oceny zdolnosci pracownika do pracy,
diagnozy medycznej, zapewnienia opieki zdrowotnej lub zabezpieczenia spotecznego, leczenia lub zarzgdzania systemami i ustugami opieki zdrowotnej lub zabezpieczenia
spotecznego na podstawie prawa Unii lub prawa panstwa cztonkowskiego.

Ponizej znajdziesz klauzule informacyjne dotyczace podstaw prawnych przetwarzania danych w poszczegélnych aplikacjach/systemach wykorzystywanych w IKP oraz mojelKP.

Klauzula informacyjna dotyczaca przetwarzania danych w systemie Ewidencja
Wijazdu do Polski

Klauzula informacyjna dotyczaca przetwarzania danych w systemie e-Krew

Dane w systemie e-zdrowie przechowywane sg przez okres niezbedny do realizacji celu w jakim zostaty zebrane, w tym w szczegélnosci z:

@ ustawy z dnia 6 listopada 2008 r. o prawach pacjenta i Rzeczniku Praw Pacjenta (art. 29);
© ustawy z dnia 25 czerwca 1999 r. o $wiadczeniach pienieznych z ubezpieczenia spotecznego w razie choroby i macierzynstwa (art. 55b ust. 2);
© ustawy z dnia 6 wrzes$nia 2001 r. Prawo farmaceutyczne (art. 96a ust. 9e);
@ ustawy z dnia 22 sierpnia 1997 r. o publicznej stuzbie krwi (art. 17 ust. 12 i art. 29b ust. 3)
badz do momentu wniesienia sprzeciwu, cofniecia zgody lub ustania celu przetwarzania, w przypadku przechowywania danych na podstawie zgody, w szczegélnosci w celach

promowania honorowego krwiodawstwa.

Dane dostepowe do aplikacji diety.nfz.gov.pl wprowadzone w aplikacji mobilnej mojelKP, w tym adres email oraz hasto, przechowywane sg na urzadzeniu mobilnym do
czasu odinstalowania aplikacji.

Dane mogg by¢ udostepniane podmiotom uprawnionym na podstawie przepiséw prawa (np. organy $cigania, sady) oraz podmiotom swiadczgcym obstuga administracyjno-
organizacyjng administratora.

Kazdej osobie, ktérej dane osobowe sg przetwarzane w systemie e-zdrowia oraz w aplikacji mojelKP przystuguje prawo zgdania:

@ dostepu do danych osobowych (art. 15 RODO), a w szczegélnosci prawo do bezptatnej pierwszej kopii danych - zgodnie z art. 15 ust. 3RODO;

@ sprostowania danych osobowych jej dotyczacych (art. 16 RODO). Jezeli sprostowanie miatoby dotyczy¢ danych medycznych, to Uzytkownik ma prawo zazgdac¢ niezwtocznego
sprostowania lub uzupetnienia danych osobowych zawartych w dokumentacji medycznej wytgcznie w zakresie, w jakim nie bedzie prowadzi¢ to do naruszenia autonomii
zawodowej osoby wykonujgcej zawdd medyczny, ktéra dokonywata wpisu do dokumentacji medycznej;

© usuniecia danych (art. 17 RODO), jezeli dane nie sg juz niezbedne do celéw, w ktérych zostaty zebrane lub w inny sposéb przetwarzane albo byty przetwarzane niezgodnie

z prawem albo muszg zostac usunigte w celu wywigzania sie z obowigzku prawnego przewidzianego w prawie Unii lub prawie panstwa cztonkowskiego.
© ograniczenia przetwarzania w zakresie zgodnym z art. 18 RODO;
© przeniesienia danych (art. 20 RODO).

Ponadto przystuguje prawo cofniecia zgody w dowolnym momencie, z zastrzezeniem, ze wycofanie zgody nie wptywa na zgodnos¢ z prawem przetwarzania dokonanego na jej

podstawie przed jej wycofaniem.

Powyzsze uprawnienia bede realizowane w granicach i na zasadach okreslonych w RODO, na podstawie zgdania ztozonego na adres administratora. Zgodnie z przepisami RODO,
odpowiedz zostanie udzielona w okresie nie dtuzszym niz 30 dni od dnia ztozenia zgdania.

Kazdemu przystuguje réwniez prawo wniesienia skargi do organu nadzorczego, ktérym jest Prezes Urzedu Ochrony Danych Osobowych (ul. Stawki 2, 00-193 Warszawa).

Podanie danych jest dobrowolne, jednak niepodanie niektérych danych moze uniemozliwi¢ udzielenie odpowiedzi lub wtasciwe funkcjonowanie serwisu / aplikacji.

Odbiorcy danych

Dane osobowe s3 udostepniane podmiotom uprawnionym do ich uzyskania na mocy prawa powszechnie obowigzujgcego.
Dane osobowe nie bedg przekazywane do paristwa trzeciego lub organizacji miedzynarodowej.

Dane osobowe nie beda podlegaty zautomatyzowanemu podejmowaniu decyzji, w tym profilowaniu.

Przetwarzanie i wymiana danych z innymi aplikacjami

Aplikacja mojelKP wymienia dane z innymi aplikacjami, w celu umozliwienia korzystania z niektérych funkcjonalnosci.

system diety.nfz.gov.pl - serwis internetowy System, nalezgcy do Narodowego Funduszu Zdrowia, w ramach ktéregoNFZ swiadczy ustugi. Serwis umieszczony jest
na stronie diety.nfz.gov.pl

Aplikacja Health Connect - aplikacja nalezgca do Google LLC, stuzgca do monitorowania i mierzenia aktywnosci fizycznej oraz przechowywania informacji o niej na urzgdzeniach

mobilnych i zegarkach. Szczegétowe informacje o aplikacji znajduja sie pod linkiem: https://support.google.com/android/answer/13770320

Aplikacja Zdrowie (Apple Health) - aplikacja nalezgca do Apple Inc., stuzaca do zbierania danych zdrowotnych z telefonu iPhone, zegarka Apple Watch i innych uzywanych juz
aplikacji zainstalowanych na telefonie z systemem iOS. Szczegétowe informacje o aplikacji znajduja sie pod linkiem: https://support.apple.com/pl-pl/HT203037

W celu poprawnego korzystania z funkcjonalnosci systemu diety.nfz.gov.pl przy uzyciu aplikacji mojelKP, wymagane jest wyrazenie dodatkowej zgody na przekazywanie adresu email
uzytkownika jako loginu do systemu diety.nfz.gov.pl oraz hasta. Powyzsze dane zapisywane s3 na urzadzeniu mobilnym w celu umozliwienia korzystania z funkcjonalnosci system
diety.nfz.gov.pl bez kazdorazowej potrzeby wpisywania danych logowania.

W celu prezentacji ilosci przebytych krokéw aplikacja mojelKP za zgodg uzytkownika nawigzuje potaczenie z aplikacjami:

- Zdrowie - dla telefonéw z systemem iOS
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- Google Fit - dla telefonéw z systemem Android

Po wyrazeniu przez uzytkownika zgody i skorzystaniu z funkcjonalnosci prezentacji krokéw, z w/w aplikacji pobierane sg kazdorazowo informacje dot. ilosci przebytych krokéw i
prezentowane w aplikacji mojelKP. Dane nie sg przechowywane przez aplikacje mojelKP ani przez nig udostepniane innym aplikacjom i podmiotom.

Przetwarzanie danych geolokalizacyjnych

Aplikacja mojelKP zbiera i przetwarza dane geolokalizacyjne z urzadzenia mobilnego na potrzeby wykorzystania ponizszych funkcjonalnosci:
@ liczenie przebytej odlegtosci na potrzeby przeprowadzenia testu wydolnosciowego. Po opuszczeniu ekranu dane sg usuwane z urzadzenia. Dane geolokalizacyjne w tym
przypadku nie s przekazywane poza urzadzenie mobilne.

© Umowienie sie na wizyte w ramach e-rejestracji (m.in. uméwienie na szczepienia na COVID, HPV). Dane geolokalizacyjne przekazywane sg do systemu P1 w celu prezentacji na

mapie biezacej lokalizacji uzytkownika oraz najblizszych punktéw, w ktérych mozna odbyc¢ wizyte, zgodnych z wprowadzonymi przez uzytkownika kryteriami wyszukiwania.

Przetwarzanie danych z kamery urzadzenia

Aplikacja mojelKP zbiera i przetwarza dane obrazowe z kamery urzgdzenia mobilnego na potrzeby:

© wykorzystania funkcjonalnosci odczytu kodu kreskowego lub kodu DataMatrix z opakowania leku w celu odczytania wartosci kod. Po odczycie danych z kodu opakowania leku
i opuszczeniu ekranu skanera dane sg usuwane z urzadzenia,

© wykorzystania funkcjonalnosci odczytu informacji o wartosciach wykonanych pomiaréw parametréw medycznych, zapisanych w kodzie QR na wydruku wygenerowanym
w kiosku profilaktycznym znajdujgcym sie w kazdym z oddziatéw wojewddzkich NFZ, w celu zapisania wartosci pomiaréw na urzadzeniu mobilnym uzytkownika skanujgcego kod

w aplikacji mojelKP. Po odczycie danych z kodu QR i opuszczeniu ekranu skanera dane sg usuwane z urzgdzenia.
© wykorzystania funkcjonalnosci wykonania zdjec¢ i spakowania do pliku bedgcego zatgcznikiem wniosku o karte EKUZ lub certyfikat zastepujacy EKUZ

Dane obrazowe w zadnym z przypadkéw nie sg przekazywane poza urzadzenie mobilne.

Przetwarzanie danych diagnostycznych

Aplikacja mojelKP wykorzystuje Google Analytics. Szczegéty dotyczace polityki prywatnosci Google'a dostepne sg na stronie Google'a.
Dane przekazywane do Google Analytics dotycza:
© identyfikacji urzadzenia, na ktérym korzystasz z serwisu pacjent.gov.pl lub aplikacji mobilnej mojelKP;

© Twojej interakgji z funkcjonalnosciami na stronie pacjent.gov.pl oraz w aplikacji mojelKP;

© jesli korzystasz z aplikacji mojelKP - informacji o awariach, wydajnosci aplikacji oraz innych informacjach diagnostycznych, ktére pozwalaja na analize
i rozwdj funkcjonalnosci aplikacji.
Do Google Analytics nie sg przekazywane zadne dane osobowe gromadzone i przetwarzane w IKP.

Aplikacja mojelKP pobiera i przekazuje do systemu e-zdrowie (P1) identyfikator Twojego urzadzenia. Robi to po to, aby poprawnie przekazywac¢ powiadomienia PUSH (pliki cookies)
oraz umozliwia¢ Ci identyfikacje urzadzer mobilnych, na ktérych aktywowana zostata aplikacja mojelKP.

Zakres Polityki prywatnosci

Na stronach internetowych systemu e-zdrowia moga znajdowac sie odestania do innych stron internetowych, ktérymi nie administrujemy. Nie ponosimy odpowiedzialnosci za zasady
prywatnosci obowigzujgce na tych stronach, dlatego tez zachecamy do kazdorazowego weryfikowania polityk prywatnosci/plikéw cookies.

Na stronach internetowych systemu e-zdrowia mogg znajdowac sie dane kontaktowe innych podmiotéw niz Centrum e-Zdrowia. Kierujgc korespondencje na do tych podmiotéw
nalezy liczy¢ sie z tym, ze bedg one przetwarzaty dane osobowe zwigzane z tg korespondencja niezaleznie od Centrum e-Zdrowia. Nie ponosimy odpowiedzialnosci za sposéb
przetwarzania danych osobowych przez te podmioty.
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